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Abstract 

 

The main aim of the research was to develop a Safety Health Environmental and Quality 

(SHEQ) and Behaviour Based Initiative (BBI) monitoring and tracking system which creates 

a culture of safety awareness and accountability and an atmosphere of trust involving more 

worker involvement. A background study of the organisation was carried out as well as a 

comprehensive problem definition was deduced. The proposed system was developed using 

PHP programing language and MySQL database. The researcher undertook a feasibility study 

of the proposed system and also a business value of the proposed system to the organisation. 

A number of data gathering methodologies were used to carry out a conclusive research on 

the current system that is in place at the Zimbabwe Platinum Mines as well as find out the 

changes that would assist in a better system. A number of alternatives were available for 

Zimplats and in-house development was best considering the benefits. These methodologies 

included observations, interviews and questionnaires. In order to meet the user requirements, 

a design of the proposed system was done highlighting all the input and output designs as 

well as the architectural and physical design of the proposed system. Testing, validation and 

verification of the new system were undertaken in an aim to see if the system was working as 

expected. Maintenance strategies were also devised and the researcher highlighted the various 

future recommendations for the system users. A comprehensive user manual was made 

available for all the system users. 
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Chapter 1: Introduction 

 

1.1 Introduction 

As the world is shifting towards the technology advanced era, it is critical that organisations 

adapt to the frequent changes in technology in order to gain a competitive advantage over its 

rivals. This chapter is introductory to the major objective that is developing a Safety Health 

Environmental Quality (SHEQ) and Behaviour Based Initiative (BBI) monitoring and 

tracking system for Zimbabwe Platinum Mines (Zimplats). The introduction of the SHEQ-

BBI monitoring and tracking system is to help the organization with easy incident 

management. This is due to the feature of being able to come up with root cause analysis and 

the counter measures that will reduce the occurrence of similar incidences. The system’s 

automated functionality ensures that there is quicker data gathering and decision making. 

There will be accountability of all the incidences reported and those observed by the 

observers. More light is shed on the background of the company, the current system problem 

identification as well as the objectives of the proposed system. Clarification is given with 

emphasis on the different instruments required in developing it. Justification for developing 

the system is provided bringing out the benefits of the proposed system. 

 

1.2 Background of study 

Zimbabwe Platinum Mines operations are high risk and accidents can occur any time. The 

working environment requires the workers to be very aware of the dangers that might arise. 

To counter this there are SHEQ briefs that are done by each department before the 

commencement of a shift. However, dangers still arise and they have to be documented by 

the SHEQ department. The current system involves the SHEQ representative having files to 

record the SHEQ brief registers, lost time injuries (LTI), fatalities, medical conditions and 

other incidences that would have occurred. Auditors who come for audits yearly will have to 

go through the tiresome process of reviewing the files. There is no room for easy comparison 

between targets and the actual safety results. There is also need to monitor the behaviours of 

the employees as they work towards achieving the Bradley curve’s Interdependent stage. 
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1.2.1 Background of organisation 

The organisation was established in 1998 by Delta Gold Limited. In 2005 it changed its name 

from Makwiro Platinum mines to Zimbabwe platinum mines. The organisation operates both 

underground mines and open cast in Mhondoro Ngezi. There are three underground portals 

(Mupfuti, Bimha and Mupani) and two open pit portal (Rukodzi and Ngwarati). Rukodzi and 

Ngwarati are currently undergoing shut and being replaced by Mupani mine. Bimha mine is 

also undergoing redevelopment after a collapse. The Selous Metallurgical Complex (SMC) is 

the processing division of Zimplats where the ore is concentrated and smelted. Underground 

mining employs the conventional belt and pillar mining method. 

 

Zimplats holds around two thirds of the largest platinum hosting centres of the Great Dyke, 

Hartley Complex. This therefore places Zimbabwe platinum mines as a critical developing 

supplier of platinum since it is growing into a key player in platinum industry. 

 

1.2.2 Organizational structure 

The organizational structure is defined by Rouse and Smith (2005) as the system which 

defines a chain of command within an organization. The structure defines the jobs, 

functionality as well as the reporting channels to be followed. Zimplats used hierarchical 

organizational structure whereby the top management is at the very top of the structure and 

the levels decrease as we go down the structure. Below is the organizational structure of 

Zimplats.  
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Fig 1. 1 Zimplats organogram (adapted from www.zimplats.com) 

 

1.2.3 Vision 

To be the safety and cost leader in the platinum production sector with sustainable growth in 

production, whilst generating superior returns for the benefit of shareholders. The 

introduction of the system will help in attaining the vision in that all safety issues will be 

addressed and there is accountability of all the lost production time and counter measures can 

be deduced. 

 

http://www.zimplats.com/
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1.2.4 Mission statement 

Zimplats’ business is production of platinum group metals from the Great Dyke in 

Zimbabwe. The system will assist in ensuring that there is a safe working environment which 

will in-turn result in the production of quality platinum group metals. 

 

1.3 Problem definition 

The current system is manual and the SHEQ representatives get Departmental SHEQ brief 

meeting registers from various departments and have to compile a report based on the number 

of topics that would have been covered during a given period. Incident investigations are 

difficult to pinpoint the total costs of carrying out the investigation. Also there is need to 

track the lost time during the injury that would have occurred.  

 

BBI coaches also have to monitor the working procedures of the employees and compare the 

results against the Bradley curve’s stages to monitor which stage the employees are operating 

on. Currently this is done through sending out manual survey questions to the employees and 

populate the findings in excel proving to be time consuming.  

 

There is no central data repository of the findings from the SHEQ department and the BBI 

coaches. Manual files storing these files and they are difficult to reach a solid conclusion.  

Workers avoid reporting incidents related to their co-workers as they believe it might take 

away their rewards. 

 

1.4 Aim 

To develop a Safety Health Environmental and Quality (SHEQ) and Behaviour Based 

Initiative (BBI) monitoring and tracking system which creates a culture of safety awareness 

and accountability and an atmosphere of trust involving more worker involvement. 

 

1.5 Objectives 

The system must be able to perform the following functions: 

1. To provide a system that will allow for the creation and management of user accounts 

2. To provide easy access to a vast knowledge base of ranked articles that include but 

not limited to safety, work risks and measures to take in case of accidents and injuries. 
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Employee involvement will be achieved as clearly outlined targets agreed by both 

management and employees will be measured at the end of a given period. Improved 

efficiency in coming up with action plans from the system inputs will be made easier. 

Reporting, investigating and tracking of issues will be made easier. Easy report generation is 

also a benefit of the proposed system. 

 

1.8 Dissertation structure 

This chapter has brought about all the highlights of the problems of the current system in 

place at Zimplats organisation and gave a brief overview of the solutions to encounter the 

recognized problems through developing the proposed system. A full detail of the proposed 

system’s benefits has also been given as well as relevance of the system to the organisation. 

The next chapter will focus on the planning phase of the system taking into account the 

feasibility of the system development. In chapter three, the researcher will be highlighting on 

the analysis of the current system in place and also focusing on its weaknesses and strength as 

well as highlighting the data gathering methodologies used. Chapter four will then focus on 

the design of the new system and how the interfaces will look like and module relation. The 

final chapter is on the implementation of the new system as well as the methods of 

conversion to be used. 
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development of the new system. This team could be an in-house development team or 

external team. 

 

2.3.1.2Hardware requirements 

Below is a table to show hardware requirements needed for a successful implementation of 

the proposed system. 

Table 2.1: Hardware requirements 

Item Description Quantity Available 

Laptops  Core i5 processor, 

3.5GHz speed, 

4GB RAM, 

500GB hard drive 

10 5 

Network cables  UTP Cat 6 5*100m 3*100m 

 LaserJet Printer HP LaserJet Pro 

P1102 

7 5 

Server 14GB RAM, 

4GHz speed, 2TB 

1 yes 

Patch panel 24 Port 1 No 

Hub 24 port 1 16port 

 

2.3.1.3Software requirements 

The table shows the software required for the project. 

Table 2.2: Software requirements 

Software Name Version required Software available 

MySQL database 5.5 5.6 

Windows server 2012  2016 

Adobe 

Dreamweaver 

CS6 CS6 

Macromedia 

dreamweaver 

8.0 8.0 
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2.3.1.4 Overview of Technical Feasibility 

Having carried out the technical feasibility study and noted that the requirements could be 

met, the proposed SHQ-BBI monitoring and control is found to be technically feasible. 

 

2.3.2 Economic feasibility 

This feasibility study weighs the benefits of carrying out the project against the costs that are 

to be incurred. Georgallos and Maris (2009) highlight that this study aims at ensuring a 

conclusive decision of whether there are enough funds to carry out with the projects and if a 

high return can be attained. A project is found to be financially or economically feasible if the 

benefits exceed the costs. 

 

2.3.2.1 Cost benefit analysis (CBA) 

Wood (2001) stipulates that CBA is the difference between all the benefits and all the costs 

which are subject to specified constraints. Some of the benefits are not directly monetary 

hence there is need to convert these benefits to an estimated monetary value. Costs are 

divided into two categories which are development costs and operational costs. Development 

costs are those estimated at the start of a project and cease once the implementation stage has 

been reached. These costs include the training, supply, personnel and equipment costs. 

Operational costs however are those costs which are incurred on a day-to-day basis during the 

use of the system. These costs include software upgrading costs, server back-up and 

upgrades. The table below shows the expected development and operational costs. 
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The table below shows the benefits that are to arise through the introduction of the new 

system. 

Table 2.4: Tangible and Intangible benefits 

Item Cost (US$) Cost(US$) 

Tangible benefits   

Improved information accuracy and 

availability 

3000  

Reduced processing errors 1000  

Improved periodically oriented reports 

and timely report production 

2500  

Reduced incident investigation time 10000  

Improved overall productivity and 

efficiency 

10500 27000 

Intangible benefits   

Increased staff moral 1000  

Improved IT appreciation by the 

organisation 

4000  

Improved decision making management 6000  

Competitive advantage of the 

organisation through differentiation 

5000 16000 

Total benefits  43000 

 

2.3.2.1.1 Overview of Cost Benefit Analysis 

 

Table 2.5: Cost Benefit Analysis 

Costs and benefits Amount (US$) 

Total costs (27600) 

Total benefits 43000 

Net benefits 15400 

 

Having highlighted the costs and benefits, it is notable that the benefits outweigh the costs 

hence proving the project to be viable. 
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2.3.2.2 Return on Investment (ROI) 

This is defined by Wood (2001) as a percentage that is obtained by comparing the total costs 

and benefits involved in the project. It is calculated as: 

          ROI= (benefits – costs)*100 

                          Costs 

                = (43000-27600)*100 

                         27600 

                =55.8% 

A positive ROI shows that the project is viable. 

 

2.3.2.3 Net Present Value (NPV) 

Wood (2001) cites that this is the total loss or benefit that is attained from a project or 

investment. This discounted investment appraisal method assumes that a dollar spent today is 

greater in value as compared to a dollar spent in future. The following formula is used for 

calculating the NPV: 

  

      NPV= Annual total benefits 

                        (1 + r)
n
 

Where ‘n’ is number of years and ‘r’ is the discounting rate 

Table 2.6: Net present value 

Year Cash flow($) Discount factor (10%) Present value($) 

0 (27600) 1 (27600) 

1 27500 0.909 25000 

2 25000 0.826 20661 

3 26700 0.761 20060 

4 30000 0.683 20490 

NPV   58611 

 

A positive NPV of $58,611 proves the project to be economically feasible. 

2.3.2.4 Payback Period 

This is the time taken for the cash flows from a capital investment to equal the cash outflows 

and this is expressed in years.  Wood (2001) support this as they assert that the payback 
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period is the shortest period to recover the initial investment. The shorter the payback period, 

the more viable a project is thought to be. Below is the payback period calculation for the 

proposed project. 

Table 2.7: Payback period 

Year Cash inflow (outflow) Cumulative outflow 

0 (27600) (27600) 

1 27500 (100) 

2 25000 ___ 

 

The project takes approximately a year and 1 month to recover from the initial investment. 

This therefore makes it economically feasible. 

 

2.3.3 Social feasibility 

The social feasibility as stated by Dennis et al (2008) determines the impact of the project on 

its stakeholders. Social feasibility looks at both the negative and positive impacts of the 

proposed system on the interested parties. The positive impacts of the proposed system 

include advancement in the appreciation of information technology within the operations of 

the organisations. The various stakeholders of the proposed system will have a system that 

directly meets their various business needs. Zimplats as an organisation will improve its 

service delivery and this in turn will result in long term quality service delivery to the society.   

 

2.3.3 Operational feasibility 

It is defined as the ability to support, make use of and execute the required tasks of a system. 

Franchetti (2011) cites that this study ensures that there is need for full stakeholder support 

regarding the proposed system and how it will meet the set objectives. The propose SHEQ-

BBI monitoring and control system is said to be operationally feasible if it manages to 

improve the efficiency of service delivery within the organisation’s operations.  A user 

friendly interface is required to ensure that the users can easily navigate through it without 

facing any challenges. There should also be the provision of a user manual that guides new 

users on how to execute the various tasks on the new system. Management is also to be 

offered with a platform to easily manage the operations of the SHEQ department as well as 

the BBI coaches.  
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Table 2.9: Gantt chart 

Stage 1 2 3 4 5 6 7 8 9 10 11 12 

Introduction             

Planning             

Analysis             

Design             

Implementation             

Documentation             

 

2.7 Conclusion 

This chapter gave a deep insight of the expectations of the stakeholders from the project. 

There was also a feasibility study to show how viable the project is as well make it easy to 

decide on abandoning the project or not based on the findings of the feasibility study. The 

propose system proved to be economically, socially, technically and operationally feasible 

hence giving a green light to the development team. Also risks were identified and mitigation 

controls were drafted to ensure that these risks were low. All the benefits and challenges of 

the system were highlighted in this chapter. The next chapter will therefore shed light on the 

analysis of the current system in place. 
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 Fig 3. 1: Activity diagram of current system (designed by author) 

 

The activity diagram above activity diagram begins with the BBI coach observing the 

employees and sending questionnaires to the employees who then respond and send their 

responses to the SHEQ officer. The responses are used for investigations and coming up with 

root cause analysis. This sequence of activities is not ideal as employees might not give 

honest questionnaire responses and this will affect the reliability of root cause analysis 

deduced from the investigations. 
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3.5 Data analysis 

According to Berthold and Hand (2013) data analysis as a process involves data gathering, 

organizing and ordering in such a way that it is useable as well as valuable to the various 

needs required. This includes context diagrams and data flow diagrams. 

 

3.5.1 Context diagram 

Scott (1999) highlights that this is a simple representation which shows the flow of 

information through a system and it models its process aspects. It also outlines the degree to 

which the external environment relates to the external environment. 

 

Fig 3.2: Context diagram of current system (adapted from Valacich, George and Hoffer, 

2012) 
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The above context diagram is a representation of the entities and their relationship to the 

system that is currently in place. The BBI coach feeds in questionnaires as well as the 

observations and they retrieve the counter. The management is more focused on the reporting 

while employees respond to questionnaires. The SHEQ officer will be feeding in incident 

information.  

 

3.5.2 Data flow diagram 

A data flow diagram (DFD) as highlighted by Chowdory (2005) is a graphical presentation of 

the processes, components and how data flows within a system. The DFD vividly shows the 

functionality of the represented system.  
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Fig 3.3: Data flow diagram of current system(adapted from Valacich et al, 2012) 

  

The data flow diagram highlights the feeding in of observation and the sending of 

questionnaires by the BBI coach. The employees respond to these questionnaires and they are 

then used during investigations by the SHEQ officer. Counter measures are determined and 

these are sent to both management and the BBI coach. Supporting data stores are given for 

each entity. The current data flow however lacks the highlight on the calculation of lost time 
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Fig 4.1: Context diagram of proposed system (designed by author) 

 

The context diagram shows the SHEQ officer obtaining the required SHEQ information from 

the system. There is an analysis of the investigation from the filled in observation sheets that 

were made available. The employee will fill in survey questions and view all submissions as 

well as their ratings. The BBI coach will fill in the observations and provide comments to be 

used during counter measure development. The auditors and management will draw out 

reports and other areas of concern. 
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4.3.2 Data flow diagram of proposed system 

This has been defined in Chapter 3, Section 3.5.2. Zimplats SHEQ-BBI monitoring and 

tracking data flow diagram is given below as constructed by author. The current is an 

advancement to the current DFD given in the previous chapter as it ensures that all the 

stakeholder requirements are met and well addressed. 

 

Fig 4. 2: Data flow diagram of proposed system (designed by author) 
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Fig 4.3: Architectural design of proposed system(adapted from Coronel and Morris 

(2014) 

 

4.4 Physical design 

Schach (1999) states that this is the proposed system’s hardware and software design and 

interaction. The physical design describes the technical environment and it is made up of 

hardware to be used as well as its structured way of use. The Zimplats SHEQ-BBI monitoring 

and tracking system will operate within a LAN as it will enable internet sharing; it is also a 

means to provide cheap communication and data security. There are switches, wireless 

router, network cables, a firewall and an application server found within the LAN. 
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Fig 4. 4: Network architecture (adapted from Coronel and Morris (2014)) 

 

4.5 Database design 

This is defined by Coronel and Crocket (2008) as the process of creating a detailed modelling 

of a database. Wesley (2005) highlights that this is the process of coming up with a design 

which supports the organisation’s mission statement and objectives for the required database 

system. It deals with the adaptation of the business model into an optimally structured 

database model. There should be data redundancy minimization as well as consistency and 

integrity within the database.  

 

4.5.1 Database architectural design 

It shows the logical representation or view of the database management system. Components 

of the schema architecture are the internal layer, conceptual layer and the external layer.  
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Fig 4.5: Database schema (adapted from http://datafiletech.blogspot.com/2012/09/three-

level-architecture-of-dbms.html.)  

 

The diagram highlight that the external view is related to the data viewed by individuals as 

well as describes the segment of the database required by a specific user group and hides the 

rest from the user. The conceptual level describes the relationship existing on the data as well 

as how it is stored.  Major focus is on the description of entities, data types, relationships, 

user operation and constraints that are associated with the schema. The physical layer is 

responsible for the data storage in different forms of storage. Data is stored in a way that can 

only be read by the database management system. 

 

4.5.2 Data modelling  

This is the process of analysing and defining of the data requirements in an aim to support 

processes of the business and matching against the organizational information system. This is 

done through the entity relationship diagram or tables and the enhanced entity relationship 

diagram. 

 

http://datafiletech.blogspot.com/2012/09/three-level-architecture-of-dbms.html
http://datafiletech.blogspot.com/2012/09/three-level-architecture-of-dbms.html
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4.5.2.1 Tables of the system’s database 

 

Employee details table 

This table is used for the creation of employees within the system and modification of their 

details. 

Table 4.1: Employee details 

Field name Description Data type and length 

Employee id Key field Integer (5)  

Department id Department of employee Integer (2) 

Title Prefix to employee name Varchar(4) 

Name Name of employee Varchar(15) 

Phone number Contact details of 

employee 

Integer (11) 

Password User login password Varchar (8) 

Email address Employee email Varchar (20) 

Role Designation in system Varchar (10) 

  

Departments table 

The table is used to capture various departments within the organisation. 

Table 4.2: Departments table 

Field name Description Data type and length 

Department id Key field Integer (2) 

Name Name of the department Varchar (10) 

Description Brief description of 

services offered by 

department 

Varchar (30) 
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Articles table 

This is a table to capture details of all articles uploaded to the system. 

Table 4.3: Articles table 

Field name  Description Data type and length 

Article id Key field Integer (2) 

Topic The article title Varchar (10) 

Description Brief notes on the article Varchar (30) 

Date created Date when article was 

created 

Date  

Created by  Who created the article Varchar (15) 

 

Injuries table 

The table is used to capture details of incidences that would have occurred. 

Table 4.4: Injuries table 

Field name Description Data type and length 

Injury id Key field Integer (2) 

Investigation id Identity column of 

investigation 

Integer (2) 

Hours affected Duration of incident Integer (2) 

Hourly cost Lost time cost Double (5) 

Hourly revenue Revenue per hour Double (5) 

Total employees Employees affected Integer (2) 

Created by Who investigated Varchar (15) 

Date created Date of incident Date 
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Investigations table 

This table is used to capture investigation details by the SHEQ officer. 

Table 4.5: Investigation details 

Field name Description Data type and length 

Investigation id Identity column, key field Integer (2) 

Observation id Identity column of 

observation 

Integer (2) 

Title Title of investigation Varchar (10) 

Description Brief notes on the 

investigation 

Varchar (30) 

Findings Investigation outcome Varchar (30) 

Created by Who investigated Varchar (15) 

Date created Date of investigation date 

 

 

Observations table 

This table is used for capturing all observation details. 

Table 4.6: Observation table 

Field name Description Data type and length 

Observation id Key field Integer (2) 

Name Observation name Varchar (10) 

Description Brief description of 

observation 

Varchar (30) 

Date created Date of observation Date 

Created by Who observed Varchar (15) 
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4.5.2.2 Enhanced entity relationship 

Bagui and Earp (2011) states that the enhanced entity relationship (E-ER) diagram is a 

preferred logical data model which accurately depicts entities and their relationships. The E-

ER diagram is a specialized model that originates from common entity diagrams.  

 

 

Fig 4. 6: E-ER diagram of proposed system (designed by author) 

 

The E-ER diagram how the entities interact and the type of relationships that they each have. 

The aggregation aims to highlight how the auditor overlooks both the investigations and 
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observation. The subtype discriminator is there to indicate the differences in the subtypes 

from the super entity. 

 

4.6 Program design 

This is the process of defining classes, modules as well as functions of the proposed system 

(Ulrich et al, 2000). 

4.6.1 Package diagram 

According to Keyes (2002) a package diagram is a reflection of the organisation’s packages 

and elements. Coronel and Crocket (2008) highlights that this is a modular structure of the 

system which shows the breakdown of system modules as well as their interaction.  

 

 

Fig  4.7: Package diagram (designed by author) 
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The package diagram highlights the interaction on packages and their dependencies on each 

other. All the packages require the user interface for them to be accessed and written to or 

read from. Some of the packages like the investigations and the observations require direct 

access as they depend on each other for their data gathering. 

 

4.6.2 Class diagram 

The class diagram according to Coronel and Crocket (2008) is a static structure diagram 

which defines the construction of a system by highlighting the classes, attributes and 

relationships among the classes. It shows the interaction between behaviours of the expected 

classes and their expected states. 
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Fig 4.8: Class diagram 

The class diagram highlights the entity relationships as well as the methods or actions to be 

performed by each entity. The relationships on the entity relationship diagram reflect on those 

highlighted in the entity relationship diagrams. 

 

 

4.6.3 Sequence diagram 

A sequence diagram as stated by Unhelkar (2000) is the interaction among objects within a 

system. Coronel and Crocket (2008) postulates that it is a model of flow of logic in a system 

in a visual manner, hence enabling the validation and documentation of logic.   
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Fig 4.9: Sequence diagram of proposed system 

 

In the sequence diagram above, users have to first log into the system inorder to carry out 

their tasks. The BBI coach fills in the observation form which is then accessed by the SHEQ 

officer for investigations. Proactive measures are deducted and fed into the system. The 

management and auditors access the safety data and use it for reporting and auditing 

respectively. 

 

4.7 Interface design 

As highlighted by Sommervile (2004) this is the provision of a platform to perform specific 

services or tasks on the system. An interface is the mediator between the user and the 

computer. The interface should be easy to understand and user friendly and also bring out the 

organisation’s way of operation.  
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4.7.1 Menu design 

The menu design is the design of the system’s home page which is the view that is available 

to all the users of the system. It also consists of the submenus and what each entity is 

authorised to access within the system. The following is the menu design of the proposed 

system. 

 

Fig 4.10: Menu design 

 

4.7.1.1 Main menu 

The main form allows users to interact with the SHEQ-BBI monitoring and tracking system. 

It allows for the users to respond to survey questions and also be able to view the top articles 

posted. The main menu gives room for users to view their profile details and submissions 

made to the system. 
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Fig 4.11: Main menu  

4.7.1.2 Sub-menus 

 

Fig 4.12: Auditor's menu 

Auditor’s menu does not have “my submissions” tab as the auditor only accesses data input 

to the system for auditing purposes. 
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Fig 4.13: Admin menu 

The admin menu has an added “admin panel” tab for the creation and management of user 

accounts. 

 

4.7.3 Input design 

Input design according to Valacich, George and Hoffer (2012) is the conversion of user-

oriented description into computer based system. Validation of fields is of major importance 

when designing he input forms. 
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Login form 

 

Fig 4.14: Login form 

The form allows users to access the system after providing the correct login credentials. 

Add new user 

 

Fig 4.15: New user 
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The form allows the administrator to add new users to the system. The administrator also has 

to ensure that the correct validation is input on the fields and assign the individual access 

levels through the “position” tab. 

 

Add department 

 

Fig 4.16: New department 

The form allows for the creation of a new department into the system. 

 

New observation 

 

Fig 4.17: New observation 

The form allows for the capturing of observation details to be used during investigations. 
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New survey 

 

Fig 4.18: New survey 

This form allows for the sending of new surveys to the users of the system. the survey 

responses have different priority levels given to each question to allow for ranking. 
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5.7.3 Output design  

Valacich et al (2012), stipulate that this is the system output production after processing the 

inputs. The focus is mainly on the reports that are to be generated by the system.  

 

Safety reports 

 

Fig 4.19: Report generation 

This form is used for the creation of reports that are within a system after opening the 

required tab. 
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Injuries summary 

 

Fig 4.20: Injuries listings 

This output form gives a summary of injuries as well as the lost revenue and lost time. 

 

4.8 Pseudo code 

This is defined by Chonoles and Schardt (2011) as the use simple language to express the 

system’s functionality in a way that can be easily understood by a third part. Pseudo code 

omits detailed language-specific syntax and cannot be compiled into an executable program. 

The pseudo code is used as a way to create a rough draft of a program before it is converted 

into an executable program. Below is the pseudo code for selected modules within the 

system. 

 

User login 

- This is responsible for the authentication of login credentials into the system. 

Enter the username and password 

If correct Then  

Login 





59 
 

If selection is correct then 

Report gets generated 

Else 

Report generation error 

End if 

 

4.9 Security design 

Stephen and Schach (2002) highlights that security design is the principle of building or 

designing software which can secure information against threats or attacks. Various 

technologies are put in place to ensure the safety of confidential organisation information. 

Physical, network as well as operational security mechanisms is put in place. 

 

4.9.1 Physical security 

Green, Gibson and Hughes (1994) stipulate that these are measures which are put in place to 

ensure that no unauthorized access is granted to system facilities, hardware and resources 

through the enforcement of physical barriers. To ensure the physical security of the system 

there has been put in place surveillance system in all data centres and server rooms. Also 

there is the use of biometric access control to access points. The traditional lock system to all 

offices has also been put in place. All these measures made the researcher conclude that there 

is no intrusion to the system and its hardware. 

 

4.9.2 Network security 

Wiley, Shelly and Rosenblatt (2010) define this as the use of networking infrastructure to 

prevent intrusion. The use of login credentials is one of the effective ways in which the 

system will be kept secure. Data encryption during transmission is also another way in which 

security of data can be achieved. 
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4.9.3 Operational security 

Whitten, Bentley and Dittman (2004) state that these are procedures put in place by 

individuals or organisations to protect their confidential information. To ensure that 

operational security is attained the researcher put in techniques that guard the database 

information from the public users. 

 

4.10 Conclusion  

The chapter gave a detailed insight on the design and functionality of the SHEQ-BBI 

monitoring and tracking system. There has been a clear indication of flow of data from one 

module to the next as well as all the designs of both input and output forms. All this has 

paved way for the next chapter whereby the author will look at the implementation phase. 
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Chapter 5: Implementation Phase 

 

5.1 Introduction 

Coronell and Morris (2014) highlight that implementation is the process of ensuring that the 

product is delivered to its intended users with all their requirements being met. Watts and 

Humphrey (1999) stipulate that it is the process in which the administration technical and 

personnel issues are addressed. This involves software and hardware review, physical 

installation, procedure documentation and user training. Implementation is a systematic 

stricter with the aim of effectively integrating the developed system into the current workflow 

of the organisation. the main purpose of the implementation phase is to  ensure that the 

system is integrated into the production workflow that it was designed for.  

 

5.2 Coding  

Rouse and Smith (2005) cite that coding is the encoded statements and scripts that are 

involved in the development of a program. It is also highlighted by Stephen and Schach 

(2002) that coding is the phase in which the developers use a source code to compile a 

software program. The module integration and database connection are carried out through 

the code. Coding is a critical element of the system as this is where the operations and 

functionalities of all modules are determined. The development of the Zimplats SHEQ-BBI 

monitoring and tracking system was done using PhP programing language and MySQL 

application used for the building and manipulation of the database. The data dictionary 

elements were conceptualized during database design and mapped into appropriate tables 

assigning attributes.   

 

5.3 Testing  
Dustin (2002) states that this is the process of verifying and being certain that the produced 

product meets the user specifications, requirements and purpose. Somerville (2004) 

highlights that this is the process by which there is evaluation of the system to see if it meets 

all the requirements as well as detecting errors present. There are various testing levels that 

are made available. The diagram below shows the testing strategies that are involved. 
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Fig 5.1: Testing stages (adapted from Dustin, 2002) 

 

5.3.1 Unit testing 

According to Stair (2013) unit testing is the process by which tests are carried out differently 

on the different modules of the system. Verification of the functionality of specific sections 

of code is carried out during unit testing. Whitten and Neal (1993) refer to unit testing as a 

strategy which focuses on the verification of the smallest units of software design and 

software modules or components. There are two types of unit testing which are black box 

testing and white box testing. 

 

5.3.1.1 Black box testing 

Krugman (2005) state that this is a testing strategy in which there is non-functional and 

functional testing without referencing the workability of components or the internal structure 

of the system. The individual testing has no access to the source code of the module or unit 

that is being tested. The “big black box” is the source code and the individual testing does not 

know its contents and they only test the functionality of the system. The major focus of black 

box testing is on the front end system rather than the back end system. 
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5.3.1.2 White box testing 

Eppinger (2008) stipulates that this is testing which mainly focused on the innermost details 

of a component.it is also referred to as glass box testing or structural testing. The strategy 

takes into account the internal mechanism of the system. This type of test is mostly carried 

out by the programmers to check the code and how it performs the intended instructions. 

Parameterized methods are used to test the different variations of the code and how it will 

produce the required output.  

 

5.3.2 Module testing  

Keyes (2002) highlight that this is also referred to as the integration testing and it is a logical 

extension of the unit testing. The sub-units are tested for functionality of each one and they 

are then combined together to form one module that is then tested to check if it is performing 

in the required manor. Various test cases are deduced after a code has been written by the 

developer. 

 

5.3.3 Subsystem testing 

This is a testing strategy that is also known as link testing due to the collection of various 

unified modules being tested into a prescribed sub-system. it focuses on testing the external 

Application Programming Interfaces (API) that are within the system.   

 

5.3.4 System testing 

It is when the behaviour of the completed system is tested is tested as highlighted by the 

project development scope. Integration of all the modules assists in coming up with one 

complete system to be tested. Efficiency and effectiveness of the system are tested. The 

system testing stage tests on the system and how it has managed to meet the set objectives. 

Also to take into account is the compatibility of the system to the available hardware. 

 

5.3.5 Acceptance testing 

Stair (2013) stipulates that this is testing where there is implementation of the system to be 

tested for acceptance by the various stakeholders. The acceptance testing’s major objective is 

to establish confidence in the proposed system. It enables the developer to carry out quality 
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control tests and how the user expectations are met in an effort to replicate the anticipated 

system functionality. Users can log on to the system with different roles and test if all their 

specified functions can be successfully executed. There is alpha testing and beta testing in 

acceptance testing. 

 

5.3.5.1 Alpha testing 

Dixit (2007) highlights that this testing is carried out by the developers. Alpha testing is also 

known as internal acceptance testing as the developers or stakeholders directly linked to the 

development process are the ones that carry out the testes. Alpha testing is done prior to the 

completion of the system and there are minor alterations done to the design of the final 

system.   

 

5.3.5.2 Beta testing  

This is defined by Dixit (2007) as the external acceptance testing and it is carried out by the 

system users. The external users are given access to the system and they use it under real 

world conditions. The beta testing is done after alpha testing has been done and the users will 

take into account those areas that require change in terms of the system’s functionality. Also 

there is the detection and correction of bugs to the system. 

 

5.3.6 Testing strategies 

These are strategies put in place to measure the system effectiveness. The testing helps in 

identifying errors and developing source codes to correct the errors. 

 

5.3.6.1 Validation 

Wiley et al (2010) stipulates that this is a set of actions used to check the system’s 

compliance with the functions and the actions are carried out throughout the system’s life 

cycle. The major objective of the system validation is to ensure that the system meets the pre-

determined specifications ad attributes as well as ensuring that it is delivered to the end users 

without any errors. 
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Log in validation 

The log in is where the system users enter their credentials in order to gain access to the 

system. Incorrect user log in credentials generate an error message whilst the correct 

credentials direct the user to their pre-determined platform where they will carry out their 

operations. The fig below shows the login page that is used by all the users to gain access into 

the system. 

Fig 5.2: Log in page 

If the user is to input incorrect credentials the following error message will pop up. 

 

 

Fig 5.3: Invalid log in 
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User input validation  

This validation technic focuses on the correctness of the information that is being entered into 

the system. It takes into account the characters that are allowed and the fields that need to be 

filled in. Below is a form that is used to input the new user details. 

 

Fig 5.4: New user form 

 

If a field is left blank or has the incorrect input format a popup message is generated. 

However if the registration has been successful another pop up message indicating a 

successful registration is generated together with a password to be used. 

 

 

Fig 5.5: Successful user registration 
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5.3.6.2 Verification  

This is the correctness of the system in meeting the user requirements. Verification is also 

defined as the ability of the system to be built right.  

 

Fig 5.6: Missing user input 

 

5.4 Installation  

Coronel and Croket (2008) state that this is the process of setting up and configuring the 

system and making ready for use or execution. The records from the old system are added to 

the new system prior to conversion. A data clean-up is done to avoid migrating unwanted 

data to the new system. Reports were ran to ensure that the system was migrated without a 

deviation from the old system data.  

 

5.4.1 User training 

Laplante and Phillip (1999) state that this is the process of introducing the new system to the 

users highlighting its functionality. Users are also trained on the operation of the system as 

well as how they can access the various modules that they require. The lack of user training 

results in incomplete implementation of the system. The use of visual aids during training is 

also a vital part of the user training sessions as it gives users a visual representation of the 

whole system as well as how each stage of operation is carried out. User training is required 

together with a user manual to help with the training of the users. The system administrator 

required training on the backup and system security. The management and other stakeholders 

got training in areas of concern as well as the importance of IT in business. 

 

5.4.2 Conversion 

Shelly (2005) cites that this is the process in which the new system is implemented into the 

operational environment after there has been user training. The conversion phase is when the 
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5.5.3 Adaptive maintenance 

This is the modification of a software product which is performed after the delivery in a bid 

to accommodate the dynamic business environment and the changing environment. Changes 

mainly targeting the functionality of the system and the user requirements of the system being 

met. Changes can be made to the system functionality even though there are no errors 

present. 

 

5.5.4 Perfective maintenance 

Krugman (2005) highlights that this is a maintenance strategy which is aimed at ensuring that 

there is implementation of a version which is better than the current one. This is all in terms 

of the functionality of the system. Direct users of the system trigger the need for perfective 

maintenance. They help with keeping up to date with the user requirements and variations 

which will result in the improvement of the overall performance. 

 

5.5.5 Disaster recovery 

It is a vital tool in the operation as negative impacts to the system cannot be predicted. Due to 

the difficulty in pinpointing the occurrence of a disaster, there are measures that are pre-

determined which will help in the organisation getting back to a fully functional operation 

state. 
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5.6 System vs objective  

1. To provide a system that will allow for the creation and management of user 

accounts  

 

Fig 5.7: Creation of users 

 

 

 

Fig 5.8: User management 
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2. To provide easy access to a vast knowledge base of ranked articles that include 

but not limited to safety, work risks and measures to take in case of accidents and 

injuries. 

 

Fig 5.9: Knowledge base 

 

3. To enable SHEQ representatives to administer surveys that can be responded by 

workers either anonymously or with identity. 

 

 

Fig 5.10: Survey administration 

 

4. To enable SHEQ officers to launch investigations from survey responses and 

capture results that can be used to analyse accident root cause, injuries, lost 

production, damaged materials and pin point areas that are mostly affected over 

time that may need special attention. 
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Fig 5.11: Investigation 

 

5. To provide metrics that enable easy calculation of production costs incurred and 

lost potential revenue due to injuries. 

 

Fig 5.12: Injury calculation 

6. To allow BBI coaches to track employee behaviour and compare the results with 

Bradley curve standards. 

 

Fig 5.13: Observation to track employee behaviour 
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5.8 Conclusion  

The chapter highlighted the successful implementation of the system. An overview on the 

aspects that were highlighted in the previous chapters was also given proving how the system 

is meeting the set objectives. A successful testing stage was carried out. There is however 

need for a continuous research on how the system can be improved to meet the changing user 

requirements. A comprehensive user manual will also be made available to assist users with 

how to navigate through the system. 
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Appendix 

Appendix A: User Manual 

 

The user manual is a high level view of functionality. It is designed to enable users of the 

system to have a reference point when they do not know how to navigate through the system. 

The user manual presents the functionality of the system. 

 

Getting access to the system 

 Users type in the url in the address bar as shown below. 

  

They will then be directed to the home page for the system 

 

The submission of the correct login credentials grants the users access to the system. The 

credentials comprise of the correct email address and password. A user also needs an 

activated account; else they are denied access to the system. 
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The SHEQ officer adds an overall comment on the survey and closes it for 

investigations. 

 

Investigations are done on site and findings input to the system. The investigation is 

then closed. 

 

Next step will be to record the findings of the investigations into the system to allow 

for calculation of lost time and lost revenue. 



84 
 

 

After completing all the missing fields they will be redirected to the following page 

with the loss calculations being computed. 

 

Employees can also add articles that they find useful to the other employees in the 

knowledge base. 
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Filtering of reports is also possible to allow or easy data search. Smart date search 

filter is also made available. 

 

The hot topics section gives a brief update of the surveys that would have been sent 

during the week. 
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Appendix B: Interview Checklist 

 

1. How do you record, monitor and track incidences that would have occurred? 

…………………………………………………………………………………………

…………………………………………………………………………………………

………………………………………………………………………………………. 

2. How are you coping with the current system? Are there any challenges you are facing 

with the system? 

…………………………………………………………………………………………

…………………………………………………………………………………………

…………………………………………………………………………………………

………………………………………………………………………………………… 

3. How do you rate the current system? 

…………………………………………………………………………………………

…………………………………………………………………………………………

………………………………………………………………………………………… 

4. What are the major problems that are faced by the current system? 

…………………………………………………………………………………………

…………………………………………………………………………………………

……………………………………………………………………………………….. 

5. Are there any areas you feel should be addressed for the system to perform better? 

…………………………………………………………………………………………

…………………………………………………………………………………………

………………………………………………………………………………………… 

6. Do you support the idea of a new computerised system? 

………………………………………………………………………………………… 

7. What are your expectations from the new computerised system? 

…………………………………………………………………………………………

…………………………………………………………………………………………

…………………………………………………………………………………………

……………………………………………………………………………………….. 
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Appendix C: Questionnaire 

 

I am Tendai Ngwenya, a student at Midlands State University under the department of 

science and technology, studying Information Systems. It is a requirement for the 

completion of the degree to carry out a research study and develop a system which 

addresses problems found. This questionnaire is designed to gather as much data as 

possible about the Zimplats SHEQ and BBI ways of operation. 

I kindly ask for your cooperation and promise to keep the given data confidential. 

 

NB: Please tick where appropriate and explain when required to. Feel free to give 

honest responses. 

1. What kind of system is the organisation using when recording the incidences and 

accounting for the related costs such as investigation cost and lost revenue? 

Manual                                                  Automatic 

 

2. Is the current system efficient? 

Yes                                                           No 

 

3. Describe the current system 

..........................................................................................................................................

..........................................................................................................................................

.............................................................................................................................. 

4. How effective are the incident reporting and investigation channels? 

…………………………………………………………………………………………

…………………………………………………………………………………………

……………………………………………………………………………………….. 

5. Are you satisfied with the current way of operation? 

…………………………………………………………………………………………

…………………………………………………………………………………………

…………………………………………………………………………………………. 
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6. Is the current system matching your expectations as a user? 

…………………………………………………………………………………………

…………………………………………………………………………………………

………………………………………………………………………………………… 

7. What problems are being faced by the current system? 

…………………………………………………………………………………………

…………………………………………………………………………………………

…………………………………………………………………………………………

……………………………………………………………………………………….. 

8. How do you think these problems can be addressed? 

…………………………………………………………………………………………

…………………………………………………………………………………………

…………………………………………………………………………………………

……………………………………………………………………………………….. 

 

Thank you for your input. 
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Appendix D: Observation Score Sheet 

 

Observation guide schedule. 

 

Date: ………………………… 

 

Time: ………………………….. 

 

Department: ………………………… 

 

Observation focus: ……………………………………. 

 

Observation: 

…………………………………………………………………………………………………

…………………………………………………………………………………………………

…………………………………………………………………………………………………

…………………………………………………………………………………………………

…………………………………………………………………………………………………

…………………………………………………………………………………………………

………………………………………………………………………………………………… 

 

Comment: 

…………………………………………………………………………………………………

…………………………………………………………………………………………………

…………………………………………………………………………………………………

…………………………………………………………………………………………………

……………………………………………………………………………………………….. 
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Appendix E: Code Snippet 

Login: 

 

<?php 

    //Start the session 

    session_start(); 

  

    //Auto Loading all the required classes 

    spl_autoload_register(function ($class_name) { 

        require_once 'includes/' . $class_name . '.php'; 

    }); 

 

    // Redirect the user if he is logged in 

    if (isset($_SESSION['loginKey']) && isset($_SESSION['loginId'])) { 

          //Check if the user was redirected to login to access a certain web page 

          $nextUrl = (isset($_SESSION['nextUrl']) && !empty($_SESSION['nextUrl']))  

                        ? $_SESSION['nextUrl'] : 'dashboard.php' ; 

           

          $location = "Location: " . $nextUrl; 

 

          unset($_SESSION['nextUrl']); 

 

          //Redirect to the next page 

          header($location); 

    } 

 

    //The temp variable to store login result 

    $loginResult = ''; 
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    //Process a login request 

    if (isset($_POST['submit'])) { 

        $email = Helper::cleanData($_POST['email']); ; 

        $password = md5(Helper::cleanData($_POST['password'])); 

 

        //Creating an object for authentication 

        $authenticate = new Authentication(); 

 

        //Authenticating the user 

        $loginResult = $authenticate->loginUser($email, $password); 

 

        if(is_bool($loginResult) && $loginResult == true){ 

          //Check if the user was redirected to login to access a certain web page 

          $nextUrl = (isset($_SESSION['nextUrl']) && !empty($_SESSION['nextUrl']))  

                        ? $_SESSION['nextUrl'] : 'dashboard.php' ; 

           

          $location = "Location: " . $nextUrl; 

 

          unset($_SESSION['nextUrl']); 

 

          //Redirect to the next page 

          header($location); 

        } 

    } 

?> 

<!DOCTYPE html> 

<html lang="en"> 

 

<head> 
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    <meta charset="utf-8"> 

    <meta http-equiv="X-UA-Compatible" content="IE=edge"> 

    <meta name="viewport" content="width=device-width, initial-scale=1"> 

    <meta name="description" content=""> 

    <meta name="author" content=""> 

 

    <title>Login | Zimplats SHEQ-BBI Monitoring and Tracking System</title> 

 

    <!-- Bootstrap Core CSS --> 

    <link href="../vendor/bootstrap/css/bootstrap.min.css" rel="stylesheet"> 

 

    <!-- MetisMenu CSS --> 

    <link href="../vendor/metisMenu/metisMenu.min.css" rel="stylesheet"> 

 

    <!-- Custom CSS --> 

    <link href="../dist/css/sb-admin-2.css" rel="stylesheet"> 

 

    <!-- Custom Fonts --> 

    <link href="../vendor/font-awesome/css/font-awesome.min.css" rel="stylesheet" 

type="text/css"> 

 

    <!-- HTML5 Shim and Respond.js IE8 support of HTML5 elements and media queries --> 

    <!-- WARNING: Respond.js doesn't work if you view the page via file:// --> 

    <!--[if lt IE 9]> 

        <script src="https://oss.maxcdn.com/libs/html5shiv/3.7.0/html5shiv.js"></script> 

        <script src="https://oss.maxcdn.com/libs/respond.js/1.4.2/respond.min.js"></script> 

    <![endif]--> 
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</head> 

 

<body> 

 

    <div class="container"> 

        <div class="row"> 

            <div class="col-md-4 col-md-offset-4"> 

                <div class="login-panel panel panel-default"> 

                    <div class="panel-heading"> 

                        <h3 class="panel-title">Please Sign In</h3> 

                    </div> 

                    <div class="panel-body"> 

                    <?php 

                            //Display the access denied error message when a user request a resource 

withou logging in 

                            if (isset($_SESSION['unauthentic'])) { 

                        ?> 

                                <div class="alert alert-danger"> 

                                    <h4 class="alert-heading text-center">Access Denied!</h4> 

                                     <p class='text-center'>Login to access the resourse . . .</p>   

                                </div> 

                        <?php 

                            unset($_SESSION['unauthentic']); 

                            } elseif (is_bool($loginResult) && $loginResult == false) { 

                                    //Display the login failed when the provided credentials are not valid 

                        ?> 

                                <div class="alert alert-danger"> 

                                    <h4 class="alert-heading text-center">Login Failed!</h4> 

                                    <p class='text-center'>Invalid Username or Password or User is 

Deactivated. . .  </p> 
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                                </div> 

                        <?php 

                            } 

                        ?> 

                        <form role="form" method='post' action=''> 

                            <fieldset> 

                                <div class="form-group"> 

                                    <input required class="form-control" placeholder="E-mail" 

name="email" type="email" autofocus> 

                                </div> 

                                <div class="form-group"> 

                                    <input required class="form-control" placeholder="Password" 

name="password" type="password" value=""> 

                                </div> 

                                <!-- Change this to a button or input when using this as a form --> 

                                <input type='submit' name='submit' value='Login' class="btn btn-lg btn-

success btn-block"/> 

                            </fieldset> 

                        </form> 

                    </div> 

                </div> 

            </div> 

        </div> 

    </div> 

 

    <!-- jQuery --> 

    <script src="../vendor/jquery/jquery.min.js"></script> 

 

    <!-- Bootstrap Core JavaScript --> 

    <script src="../vendor/bootstrap/js/bootstrap.min.js"></script> 
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    <!-- Metis Menu Plugin JavaScript --> 

    <script src="../vendor/metisMenu/metisMenu.min.js"></script> 

 

    <!-- Custom Theme JavaScript --> 

    <script src="../dist/js/sb-admin-2.js"></script> 

 

</body> 

 

</html> 


